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Certified Digital Practitioner: 
Data Privacy

Module 1: Data Protection 
• Data protection laws, frameworks  
 and standards 
• Controllers and processors
• Processing personal data
• Data subject rights
• International data transfers
• Compliance considerations
• Conditions for lawful processing 

Module 2: Privacy Program 
• Privacy program management
• Privacy governance
• Privacy-by-design
• Data assessments
• Generally accepted record keeping  
 principles (GARP)
• Policies
• Protecting personal information 
  (controls/safeguards)
• Data breach incident plans
• Monitoring and auditing program  
 performance



Note: The instructor assesses the portfolio of evidence (POE). If unsuccessful, learners can
resubmit once. Successful evaluations are sent to the Institute of Chartered IT Professionals
(ICITP) for certification, which may take up to 30 days to complete. 
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• Learner Induction 
• Live classroom   
 sessions 1 and 2
• Guest lecturer

• Live classroom   
 session 3
• Assignment and   
 workplace learning  
 activities
• Guest lecturer

• Live classroom   
 session 4
• Recap 
• Assignment and   
 workplace learning  
 activities

• Learner completes  
 portfolio of   
 evidence
• Submission due at  
 the end of month  
 4


